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Abstract of the contribution: This paper updates existing solutions to clarify that the solutions applies to UE-type RSU as well.
1. Discussion
Obviously, the RSU can be implemented as a UE and in this case the RSU is a UE whose characteristic is stationary.
	3.1
Definitions  // TS 22.185
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Road Side Unit: A stationary infrastructure entity supporting V2X applications that can exchange messages with other entities supporting V2X applications. 

NOTE: 
RSU is a term frequently used in existing ITS specifications, and the reason for introducing the term in the 3GPP specifications is to make the documents easier to read for the ITS industry. RSU is a logical entity that combines V2X application logic with the functionality of an eNB (referred to as eNB-type RSU) or UE (referred to as UE-type RSU).


Therefore, it is considered that the existing solutions described in TR 23.785 are applied not only when the UE is normal UE such as vehicle UE and pedestrian UE but also when the UE is UE-type RSU (i.e. stationary infrastructure entity supporting V2X applications implemented as a UE).
2. Proposal
Based on the discussion, the following changes are proposed to TR 23.785 to add texts describing that the solution is also applied when the UE is the stationary infrastructure entity supporting V2X applications.
* * * * Start of 1st Change * * * *
6.1
Solution #1: V2X authorization

6.1.1
Functional Description

V2X Service Authorization shall be based on the following considerations:
-
Exchange of V2V related information using E-UTRA(N) when permission and authorisation are fulfilled. 
The basic principles of service authorization for V2X Direct Communication are as follows:

-
The UE gets authorization to use V2X Direct Communication on a per PLMN basis in the serving PLMN by the V2X Control Function in the HPLMN,

-
The V2X Control Function in the HPLMN requests authorization information from the V2X Control Function of the serving PLMN.

-
The V2X Control Function in the HPLMN merges authorization information from home and serving PLMNs.

-
Final authorization comes from the V2X Control Function in the Home PLMN.

-
The V2X Control Function in the VPLMN or HPLMN may revoke the authorization at any time. The V2X Control Function in the HPLMN shall be notified when authorization is revoked by the VPLMN.
This solution is also applied when the UE is the stationary infrastructure entity supporting V2X applications.
* * * * Start of 2nd Change * * * *
6.2
Solution #2: V2X message transmission/reception for V2V/P Services using PC5

6.2.1
Functional Description

6.2.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service".
Transmission of a V2X message for V2V Service and V2P Service can be made using PC5. Figure 6.2.1.1-1 (a) shows V2X message transmission/reception over PC5 when the UEs are "served by E-UTRAN" and Figure 6.2.1.1-1 (b) shows V2X message transmission/reception over PC5 when the UEs are "not served by E-UTRAN".
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Figure 6.2.1.1-1: Transmission of a V2X message for V2V Service and V2P Service over PC5
V2X messages over PC5 need to be broadcasted so that all UEs supporting V2V and/or V2P Service in proximity of the V2X message transmitting UE can receive the messages regardless of roaming and serving PLMN. One-to-all ProSe Direct Communication is applicable when the UE is "served by E-UTRAN" and when the UE is "not served by E-UTRAN". The transmitting UE as well as receiving UE authorized for V2X Service as described in Solution #1 (clause 6.1) perform one-to-all ProSe Direct Communication by using addressing/identifiers as described in clause 6.2.1.2.
This solution is also applied when the UE is the stationary infrastructure entity supporting V2X applications. Either transmitting UE or receiving UE, or both can be the stationary infrastructure entity supporting V2X applications.
One-to-all ProSe Direct Communication for V2X has the following characteristics:

-
One-to-all ProSe Direct Communication is connectionless. Thus there is no signalling over PC5 control plane.

-
The radio layer provides a user plane communication service for transmission of V2X messages between UEs engaged in direct communication. 

-
IPv6 is used for transmission of IP packets of V2X message. IPv4 is not supported in this release.
-
Non-IP based V2X messages are supported.
-
Authorization for one-to-all ProSe Direct Communication is configured in the UE as described in Solution #1.
* * * * Start of 3rd Change * * * *
6.3
Solution #3: V2X message transmission/reception for V2V/P Services via LTE-Uu

6.3.1
Functional Description

6.3.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service" and Key Issue #6b "Latency improvements for eMBMS".
The proposed solution applies to the case where the UE sends the V2X message via LTE-Uu and the V2X message is forwarded to multiple UEs over LTE-Uu as shown in Figure 6.3.1.1-1. 


[image: image3.emf]or

E-UTRAN

V

2

X

 

m

e

s

s

a

g

e

 

o

v

e

r

 

L

T

E

-

U

u

V

2

X

 

m

e

s

s

a

g

e

 

o

v

e

r

 

L

T

E

-

U

u


Figure 6.3.1.1-1: V2X message transmission/reception for V2V/P Services via LTE-Uu
In order to reduce the latency for transferring V2X messages for V2V/P Service using LTE-Uu, localized routing of V2X messages for V2V/P Services is proposed. For uplink/downlink unicast, SIPTO@LN defined in TS 23.401 [7] can be considered for localized routing of V2X messages originated by UEs. For downlink broadcast, local MBMS can be considered for localized routing of V2X messages destined to UEs.
This solution is also applied when the UE is the stationary infrastructure entity supporting V2X applications. The stationary infrastructure entity supporting V2X applications implemented as a UE can transmit and receive V2X messages using LTE-Uu.
Figure 6.3.1.1-2 depicts the proposed architecture for latency improvements including SIPTO@LN and local MBMS architecture for localized routing of V2X messages for V2V/P Services via LTE-Uu. It is considered that the core network entities and V2X Application Server in the proposed architecture are located close to the access network for latency improvements.
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Figure 6.3.1.1-2: Architecture model for localized routing of V2X messages for V2V/P Services via LTE-Uu
NOTE 1:
The MCE is not shown in the figure. 

NOTE 2:
For SIPTO@LN in the figure, stand-alone GW architecture (with S-GW and L-GW collocated) is illustrated. However, SIPTO@LN with L-GW function collocated with the eNB is not precluded.
NOTE 3:
Not all relevant entities are shown in the figure.
NOTE 4:
The V2X Application Server in the figure can be considered as a V2X Service Layer.

Editor's note: Whether both unicast and broadcast are acceptable or only broadcast is acceptable for downlink in terms of latency and capacity will be investigated and decided by RAN WG2.
* * * * Start of 4th Change * * * *
6.4
Solution #4: V2X broadcast with Local MBMS Entity (LME)

6.4.1
Functional Description

The idea of this proposal is to move the user plane related MBMS functions (i.e. user plane functions of BM-SC and MBMS-GW) closer to RAN, which allows the V2X messages to be distributed to target eNBs without traversing the core network nodes, i.e. BM-SC and MBMS-GW. 

The control plane remains at the main MBMS nodes, i.e. BM-SC, MBMS-GW and MME in the core network. 

The possible localized MBMS architecture is shown as below:
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Editor's Note: Whether Mv (new interface) is connected to BM-SC (as shown in clause 6.4.2.2) or MBMS-GW (as shown in clause 6.4.2.3) is FFS.
Figure 6.4.1-1: Localized MBMS architecture
The Local MBMS Entity (LME) will host the necessary functions to transmit the data received directly from V2X server to eNB via M1 reference point (e.g., SYNC function, IP multicast distribution function, etc).

Editor's Note: Other functions, e.g., MBMS security, MBMS charging, etc is FFS
This solution is also applied when the UE is the stationary infrastructure entity supporting V2X applications. The stationary infrastructure entity supporting V2X applications implemented as a UE can transmit and receive V2X messages using LTE-Uu.
* * * * Start of 5th Change * * * *
6.5
Solution #5: RSU based on V2V/V2P Message Offload function in eNB or on S1

6.5.1
Functional Description

6.5.1.1
General
This solution corresponds to the Key Issue #2 "V2X message transmission/reception for V2V Service and V2P Service" and Key Issue #6b "Latency improvements for eMBMS".
The proposed solution applies to the case where the UE sends the V2X message via LTE-Uu and the V2X message is re-broadcasted to surrounding UEs using MBMS as shown in Figure 6.5.1.1-1. 
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Figure 6.5.1.1-1: V2X message transmission/reception for V2V/V2P Services via LTE-Uu
The solution description focuses only on the uplink side of Uu. The downlink side of Uu relies on eMBMS and can reuse the architecture proposed in other solutions (e.g. Solution #3 described in clause 6.3).
This solution is also applied when the transmitting UE is the stationary infrastructure entity supporting V2X applications.
In order to reduce the latency for transferring V2X messages for V2V/V2P Service using LTE-Uu, localised routing of V2X messages for V2V/V2P Services is proposed. However, contrary to Solution #3, this solution does not rely on SIPTO@LN defined in TS 23.401 [7] for localised routing of V2X messages originated by UEs. Instead, this solution relies on a V2V/V2P Message Offload (VMO) function residing in the eNB or on S1 that identifies the traffic corresponding to V2V/V2P messages and steers it towards a local V2V/V2P application server, as illustrated in Figure 6.5.1.1-2.
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Figure 6.5.1.1-2: Uu-based RSU including a V2V/V2P Message Offload (VMO) function

NOTE 1:
The figure focuses only on the uplink side of Uu. The downlink side of Uu relies on eMBMS and can reuse the architecture proposed in other solutions (e.g. Solution #3 described in clause 6.3). 

NOTE 2:
The solution focuses on V2P/V2V messages only. The second V1 reference point in Figure 6.5.1.1-2 towards a V2N/V2I application server in the network is for illustrative purposes only. 

In this architecture the Uu-based RSU includes a V2V/V2P Message Offload (VMO) function for extracting traffic from a "macro" PDN connection established with a PGW entity residing in the network. The VMO function operates on uplink traffic only.

NOTE 3:
The VMO operates on uplink traffic only and does not need require NAT functionality for routing of downlink packets, in contrast to SIPTO/LIPA solutions that have been studied in TR 23.829 [10]. 

Editor's note: This solution assumes that V2V/V2P messages are delivered in the downlink using eMBMS. It is FFS whether unicast transport of V2V/V2X messages over Uu is needed and how it can be supported with this solution.
It is assumed that the vehicle-mounted UE has a permanently established "macro" PDN connection to enable V2X messaging for V2N/V2I services with an application server residing in the packet data network, or to enable transport of other IP-based (non-V2X) traffic.

At the same time, the UE uses the same PDN connection for sending V2V/V2P messages to the RSU so that they can be re-broadcasted in the area around the UE.

In this architecture there is no need to re-establish a new PDN connection as the UE moves from one eNB to another, because the "macro" PDN connection is anchored deep inside the mobile operator's network. However, the VMO function needs to be able to identify V2V/V2P messages from the overall uplink traffic flow, so that they can be offloaded and forwarded to a local V2P/V2V application server.

There are several possibilities for identification of V2V/V2P messages:

-
Well-known destination transport address: Assuming that the V2P/V2V messages use a well-known Destination transport address (i.e. Destination IP address and/or Destination Port number), the VMO function can identify them by only looking at the Destination transport address fields in the uplink IP packet ("shallow packet inspection").

-
Dedicated EPS bearer: A dedicated EPS bearer on the "macro" PDN connection is used for exchanging traffic between the UE and the RSU. Any data packet sent on the dedicated EPS bearer is extracted at the VMO function without deeper inspection. The dedicated EPS bearer is identified at the UE and the eNB by using a special QCI value, or by using other explicit NAS and S1-AP signalling. 

-
An indication in the PDCP (or MAC) header: When sending a V2V/V2P message (in contrast to a V2N/V2I message) the UE sets an indication in the corresponding PDCP (or MAC) header. With this option the UE can sent the message either as an IP packet or as a non-IP packet. The UE can "hijack" any of the established EPS bearers e.g. depending on the QoS with which the message needs to be handled. This option works only if the VMO is collocated with the eNB.

Editor's note: It is FFS which option is the most appropriate. Some of them need to be discussed with the RAN WGs.

Editor's note: Charging aspects for V2V/V2P messages offloaded by the VMO are FFS.

Editor's note: For the first two options it is FFS whether VMO needs to be present in every eNB or whether a common VMO residing on S1 can be used for multiple eNBs.

NOTE 4:
In any of the options listed above the identification of V2V/V2P messages is performed on identifiers that are not part of the encrypted V2V/V2P message payload.
* * * * End of Changes * * * *
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